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Figure 1 - Digital Forensic Investigation Fundamental	Source: (Ieong, 2006)
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Figure 2 - Forensic Iteration Framework	 Source: (Carrier and Spafford, 2004)


Figure 3 - Event Reconstruction Phases		 Source: (Beebe and Clark, 2005)


Figure - 4 Overall Event Handling Scheme		Source: (Authors)

Figure - 5 Decision on the investigation procedure		Source: (Authors)


Figure 6 - Detailed investigation process			Source: (Authors) 

Figure - 7 Detailed potential digital evidence collection	Source: (Authors)
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